Data privacy laws & telematics... Should you be worried?

What is the cost of a privacy mishap?

So far within the telematics industry GM, Nissan, TomTom and BMW have all suffered from lawsuits or negative press coverage due to privacy-related issues.

However, the cost will become exponentially more painful for telematics players if the EU successfully introduces a new privacy law, which could impose fines of up to 2% of annual turnover on companies that misuse personal data.
Despite this, SBD has yet to work with an OEM that has a dedicated ‘Telematics Privacy Officer’ to advise engineers on what can and cannot be done. Appointing a dedicated and proactive privacy officer should be the number one priority for all companies operating within the telematics industry.

Privacy will become even more important as vehicle manufacturers begin to deploy increasingly complex telematics platforms and business models that leverage ‘Big Data’ to personalise, contextualise and monetise services. Many of these services will not be legally acceptable without the explicit and informed consent of drivers, and will not be financially viable without a sufficiently large volume of consenting drivers.

Navigating through the maze of government requirements will become harder as new privacy concepts are introduced such as the ‘Right to be Forgotten’ and ‘Data Portability’. Only companies that have placed privacy at the centre of their design and operational processes will be able to continue innovating safely without risking a backlash from governments and consumers.

**But it’s not all doom and gloom**

On a more positive note, studies have consistently shown that a proactive and open approach to managing data privacy can actually help attract more users. Vehicle manufacturers developing telematics services and business models that rely on large up-take rates can therefore stand to benefit from transparent and simplified privacy policies.

SBD believes that OEMs have an opportunity to differentiate themselves and attract more users by developing innovative approaches to satisfying consumer concerns about data privacy.

SBD has recently published its ‘Privacy laws vs Telematics’ report, written to help clarify how legislation will affect telematics in the future.
Risks to automotive players are expected to grow further as governments introduce tougher laws on how personal data is managed. This report analyses these laws and how they will affect the viability of upcoming telematics services.
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